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	Project Objectives:

	Assist the NPS NRPC with evaluation of current business processes as they relate to Information Technology and design and develop new processes and procedures to improve workflow, make more efficient use of existing IT resources and meet the changing needs of the Federal IT environment.  

CSU’s IT support to the NRPC will vary in degree, but will include assisting NRPC staff with PC’s and software, providing support for the NRPC internal network and supplying state-of-the-art technology and support on the NPS inter/intranet.  In addition, based on current literature and product information, CSU may recommend hardware and software applications necessary to maintain state-of-the-art computer, telephone, and network related equipment and, when necessary, make recommendations for additional technical expertise.  IT support will also include research and development with the latest mark-up, programming, and scripting languages for webpage and graphics design, production, and service.



	Project Activities:

	· IT training sessions for NRPC personnel were established.

· Researched, recommended, and deployed workstation backup software and hardware solutions to protect institutional knowledge stored on local storage systems.

· Developed substantial improvement of procedures for deployment of new workstations

· Coordinated and developed standard IT operating procedures between the Ft Collins and Lakewood facilities

· Researched, recommended and deployed hardware and software that improved remote access and control for IT staff between both NRPC facilities.
· Evaluated and migrated web server database middleware from older version to current version and implemented new security features and programming procedures to prevent discovered vulnerabilities.  

· Researched and developed a web interface and custom software to provide users with a searchable database of filtered email allowing users to determine if legitimate email is being blocked by automated spam and virus filtering software.  

· Developed and implemented a web interface to assist users with submitting network account requests to the IT department, dramatically improving the submitting, tracking, and processing of new users and the federal requirements for security.  

· Evaluated and implemented systems and procedures that meet the ‘defense in depth’ security paradigm as developed by the federal and industry IT community.  

	Project Accomplishments:

	IT training sessions were established during regularly scheduled division meetings to improve overall staff knowledge of rapidly changing NPS IT policies and procedures.  CSU cooperators made the presentations and answered questions.

The Denver NRPC IT staff with the help of CSU cooperators successfully identified and addressed the problem of government files stored on local workstations that were at risk of being lost due to human fallibility, process inconsistencies, and system failures.  Research was conducted for a solution that would meet policy, human factors, and system requirements.  Software was identified that would operate well within the NPS computer workstation environment, prove easy to learn by NPS staff, and have automation capabilities that reduced the risk of human mistakes.  The software allowed the facility to standardize the software being used, improve data backups and retention, reduce the risk of lost government data, and improve overall staff productivity.   

Another problem that was identified and resolved was the inefficient workstation replacement process.  Personnel workstations are replaced on a consistent basis to maintain productivity through reliability and improved technology.  A problem was identified in the workstation deployment process where user data, software, and custom settings were being lost in the transition.  A new procedure was developed that assisted personnel in documenting their work processes and ensured that during the transition to a new workstation all data, software and custom settings were properly transferred and integrated with the new technology.  This new procedure resulted in the continued productivity of users without interruption or loss of data.

A new priority that resulted from the NRPC reorganization was the coordination and standardization of operations at both NRPC facilities. Further efforts were made to trade IT staff between facilities to increase familiarity of the working conditions at both locations.

Additional strides were also made in the procurement of hardware and software that allowed IT staff at both NRPC facilities to remotely access and administer servers and applications at both sites.  This improved IT staff coverage of all NRPC systems and resulted in greater system reliability, uptime, and performance.
A technical and cost evaluation of existing web server software versus current market offerings resulted in $4,000 and $3,000 annual cost savings in NPS web operations during the course of this project.  

The goal of maintaining a productive computer network in the face of significant security challenges and increased central oversight has been successfully achieved during this course of this project.  



